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Смартконтракти – це програми, що забезпечують автоматизоване виконання угод між сторонами, для якого посередник не потрібен [1]. Вони є наріжним елементом багатьох децентралізованих облікових систем – платформ смартконтрактів. Смартконтракти можуть застосовуватися для розроблення похідних фінансових засобів, ідентифікаційних систем, файлових сховищ і т. ін.

Саме в межах блокчейн-платформи Ethereum смартконтракти вперше набули широкого поширення. Основними складниками смартконтрактів Ethereum є функції, події та змінні стану. Здебільшого для їх написання використовується повна за Тьюрінгом мова Solidity. Після компіляції код смартконтракту перетворюється на байт-код для віртуальної машини Ethereum і зберігається в блокчейні за допомогою транзакції створення контракту. Кожний успішно збережений смартконтракт розпізнається за унікальною адресою [2].

**Мета доповіді** – проаналізувати вплив застосування смартконтрактів на безпеку та масштабованість системи Ethereum.

Для аналізу використовуються статистичні дані про проведення транзакцій та виконання смартконтрактів у системі Ethereum, а також інформація про відомі вразливості. Уразливості, які розглядаються, поділяються на групи за 3 основними причинами: «мова Solidity», «віртуальна машина», «будова блокчейна» [2].

Також пропонуються шляхи вдосконалення смартконтрактів, як-от використання різних мов програмування, розробляння бібліотек безпечних контрактів та вдосконалення механізмів передзапускної верифікації контрактів.
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